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Introduction
The VMware Sovereign Cloud Technical Guidance is a technical reference point for VMware Sovereign Cloud Providers which will help in understanding how to configure encryption for your Sovereign Cloud using Fortanix DSM. This document will also cover how your customers can “Bring Your Own Keys” (BYOK) into a dedicated private sovereign cloud.

VMware's Sovereign Cloud Initiative recognizes VMware Cloud Verified partners that meet VMware's definition of a Sovereign Cloud. Partners who implement the VMware Sovereign Cloud guidance will be better able to protect the sovereignty of their customers workloads and data.

While the definition of what a Sovereign Cloud is, continues to evolve and is truly based on the Sovereign Nation or entity where the workloads/data/people will reside, technical guidance is needed to make our VMware Sovereign Cloud Providers successful in serving their customers. This guidance will be flexible enough to allow different configurations and implementations to comply with the entity that is providing the requirements of their Sovereign Cloud.

VMware Sovereign Cloud Providers benefit from clear guidelines around data sovereignty, data residency, data access, jurisdiction, control, and much more to provide customers with the assurance that their most sensitive data is managed securely. With sovereign cloud capabilities, customers benefit from the scale of a multi-tenant, hybrid cloud environment while maintaining security, access, and control like a traditional on-premises, legacy computing environment.

Legal Disclaimer
This document is intended to provide general guidance for organizations that are considering VMware solutions to help them address compliance requirements. The information contained in this document is for educational and informational purposes only. This document is not intended to provide regulatory advice and is provided “AS IS”. VMware makes no claims, promises, or guarantees about the accuracy, completeness, or adequacy of the information contained herein. Organizations should engage appropriate legal, business, technical, and audit expertise within their specific organization for review of regulatory compliance requirements.

Audience
This document is intended for VMware Cloud Provider architects and technical leads responsible for planning and performing the implementation and maintenance of a VMware Sovereign Cloud environment.

Scope
This document addresses the following aspects:

Why is Encryption needed in a Sovereign Cloud?
Providers will need to use encryption to protect the data and communications that take place in a VMware Sovereign Cloud. To accomplish this, you will use both vSphere Virtual Machine Encryption, Storage Encryption, and Network Encryption to secure all workloads, data, and communications.

VMware Sovereign Dedicated Private Cloud Use Cases
There are 3 main use cases that are provided to show how a VMware Sovereign Cloud Provider can implement the Fortanix solution which would provide the Cloud Provider’s customer to BYOK and enable data privacy.
How Fortanix can enable data privacy in a VMware Sovereign Cloud

Fortanix DSM with built-in multi-tenancy, when integrated together with VMware Sovereign cloud, enables service provider partners the ability to offer Bring Your Own Key (BYOK) for VM encryption and vSAN Encryption, FIPS 140-2 Level 3 HSM protection, key management, tokenization, and secrets management through a single platform, hosted within the VMware Sovereign Cloud boundary.

Why is Encryption Necessary?

Securing a customer’s data and then making sure those security measures remain in compliance with the requirements or criteria of what makes a VMware Sovereign Cloud, is of vital importance to each Cloud Provider. This protection of data includes preventing unauthorized access, modification, and duplication as well as to prevent both intentional and unintentional loss or corruption. One of those areas that will need to be considered is encryption. Providers will need to use encryption to protect the data and communications that take place in a VMware Sovereign Cloud. To accomplish this, you will use both vSphere Virtual Machine Encryption, Storage Encryption, and Network Encryption to secure all workloads, data, and communications.

Data at-rest Encryption

Encrypting data at-rest can be achieved at the virtual machine and storage levels using virtual machine and vSAN encryption.

vSphere Virtual Machine Encryption

Encryption is applied to the virtual disk files attached to the virtual machine as well as the memory swap file and snapshots.

vSphere Encryption relies on a compliant KMS server to generate and manage keys, vCenter requests the private key for a virtual machine when it powers on the virtual machine and so the KMS becomes a critical dependency. Referencing the Virtual Machine Encryption documents will help direct you in implementing encryption for your sensitive workloads. You will need to consider which Key Provider is needed. Understanding the different components of Virtual Machine Encryption and how to implement it will also be covered.

vSAN Encryption

vSAN can perform data at rest encryption in your datastores. Encrypting your vSAN datastores in your Sovereign Cloud is a requirement. Data-at-rest encryption protects data on storage devices in case a device is removed from the cluster. The document called vSAN Data-At-Rest Encryption will help you to learn how Data-At-Rest Encryption works, design considerations, and how to manage it after the initial configuration.

Data in-flight Encryption

Data in motion, also referred to as data in transit or data in flight, is digital information that is in the process of being transported between locations either within or between computer systems. All data that goes over your internal network or the internet is potentially vulnerable. Encrypting data in-flight means that you encrypt data when it’s being transmitted over a network.

Data in motion includes the following scenarios: data moving from an Internet-capable endpoint device to a web-facing service in the cloud; data moving between virtual machines within and between cloud services and data that is traversing trusted private networks and an untrusted network such as the Internet. Once the data arrives at its destination, it becomes data-at-rest.
VMware Sovereign Dedicated Private Cloud Use Cases
The following three use cases show a Private Dedicated Sovereign Cloud provisioned by a Cloud Provider and how a Fortanix HSM Cluster can be deployed and used in enabling data security.

**Figure 1: Use Case #1 – Customer provided**

In the above figure, you can see how it shows that the Fortanix implementation is pre-existing at the Customer's location. It will connect over IPsec VPN to securely provide cryptography operations into the provisioned Sovereign Cloud. The keys stay with the appliance and are owned by the Customer. This is just one way that we illustrate the ability for a customer to “BYOK” (Bring Your Own Key) to the Sovereign Cloud.
In the below figure you can see that the Sovereign Cloud Provider has provisioned a dedicated, highly available Fortanix Cluster for sole use by that one customer. This deployment option can allow for the Cloud Provider to manage the infrastructure of the appliances and yet still provides sole ownership of all cryptography by the customer.

**Figure 2:** Use Case #2 – Cloud Provider provisions dedicated per customer.

Figure 3 below shows a Highly Available Fortanix Cluster deployed in a way that allows for the provider to centrally manage multiple customers while still maintaining complete separateness from the cryptography operations of each customer. All customers in this model are also completely separate. Central management by the provider offers flexibility, a lower cost, and scalability.

**Figure 3:** Use Case #3 – Centrally deployed by the Cloud Provider for multiple customers.
Using Fortanix Data Security Manager to Enable Data Privacy

Overview
The joint VMware and Fortanix Data Security solution offer scalable data protection and compliance for VMware Sovereign cloud environments. Fortanix DSM, is a unified HSM and Key Management solution that easily integrates via KMIP for VMware vSAN and vSphere VM encryption, enabling sovereign cloud customer to bring and manager their own keys. Fortanix DSM makes it possible for VMware Sovereign cloud providers to deliver Data Protection and compliance to the end customers (tenants). Secured with Intel® SGX, Fortanix DSM delivers HSM security with software defined simplicity, and a cloud scale architecture.

Fortanix DSM with built-in multi-tenancy, when integrated together with VMware Sovereign cloud, enables service provider partners the ability to offer Bring Your Own Key (BYOK) for VM encryption and vSAN Encryption, FIPS 140-2 Level 3 HSM protection, key management, tokenization, and secrets management through a single platform, hosted within the VMware Sovereign Cloud boundary.

How to Integrate Fortanix DSM with VMware vCenter
The following instructions describe how to set up Fortanix Data Security Manager (DSM) as an External KMS server in vCenter from the vSphere Web Client in a VMware Sovereign Cloud. The customer will have complete access and control of the keys to secure their VMs. There are two proven ways of establishing trust/authentication to vSphere from Fortanix DSM:

- Using API Keys
- Using Certificates

Once set up, Fortanix DSM can be used for both vSphere VM encryption and VSAN encryption.

Prerequisites
- Fortanix Data Security Manager account
- Access to vCenter (vSphere Client) for VMware Sovereign Cloud

Integration Steps for Fortanix DSM to VMware
Create a Fortanix Data Security Manager App for VMware

<table>
<thead>
<tr>
<th>Instruction Steps</th>
<th>Screenshots</th>
</tr>
</thead>
<tbody>
<tr>
<td>1. Inside the Fortanix DSM account, go to the Applications tab and create a new Fortanix DSM app.</td>
<td><img src="" alt="Screenshot" /></td>
</tr>
<tr>
<td>a. For the “Interface” field choose “KMIP”</td>
<td><img src="" alt="Screenshot" /></td>
</tr>
<tr>
<td>b. For the “Authentication method” option choose “API key”</td>
<td><img src="" alt="Screenshot" /></td>
</tr>
<tr>
<td>c. Click “Save”</td>
<td><img src="" alt="Screenshot" /></td>
</tr>
<tr>
<td>d. After reviewing click “Finish”.</td>
<td><img src="" alt="Screenshot" /></td>
</tr>
</tbody>
</table>
### Obtain App Credentials

<table>
<thead>
<tr>
<th>Instruction Steps</th>
<th>Screenshots</th>
</tr>
</thead>
</table>
| 1. Go back to the “Applications” page and **click** “VIEW CREDENTIALS” of the app you just created.  
2. Then, **click** the “USERNAME/PASSWORD” tab |![View Credentials](image1.png) |

### Method 1: Configuring KMS in vCenter Using Password

<table>
<thead>
<tr>
<th>Instruction Steps</th>
<th>Screenshots</th>
</tr>
</thead>
</table>
| 1. **Go** to the “Key Management Servers” page in the vSphere Web Client  
   a. **Click** “+ Add KMS”.  
   b. **Fill** in the required information on the KMS server.  
      i. Server address: <DSM endpoint>  
         (Eg: amer.smartkey.io).  
      ii. In the “Username” and “Password” fields **paste the values** from the previous step.  
2. After **clicking** “OK” the “Connection Status” column should show “Normal”, and the “Certificate Status” column should show a green check with the expiration date of the certificate. | ![Configure KMS in vCenter](image2.png) |
Establishing Trust with Fortanix Data Security Manager

Installation Steps

1. After adding the Fortanix DSM KMS server in the vSphere Web Client it is necessary to establish trust with the server.
2. In the “Key Management Servers” page click “Establish trust with KMS” and select “Certificate”.
3. If desired, save the Certificate and then click “OK”.

NOTE: Fortanix DSM is ready for use with VSAN encryption and vSphere VM encryption.

Method 2: Configuring KMS in vCenter using Client Certificate

Installation Steps

1. To generate a client certificate, use OpenSSL, and create a new key+cert with CN=FORTANIX_APP_UUID.
2. Note the App UUID.
### Installation Steps

<p>| | |</p>
<table>
<thead>
<tr>
<th></th>
<th></th>
</tr>
</thead>
</table>
| 3. **Using OpenSSL** create the certificate | $ export FORTANIX_APP_UUID=ce59838b-1d24-49a7-9fb1-011adbc891e6  
$ openssl req -newkey rsa:2048 -nodes -keyout private.key -x509 \  
-days 365 -out certificate.crt -subj \
"/C=US/ST=California/L=Mountain View/O=Fortanix, Inc./OU=SE/CN=$FORTANIX_APP_UUID"
|   |   |
| 4. **Import** the vCenter Certificate into the Fortanix DSM App. | ![Screenshot of importing certificate](image1.png)
|   |   |
| 5. **Upload** the certificate for authenticating the app. | ![Screenshot of uploading certificate](image2.png)
|   |   |
| 6. **Create** a new Fortanix DSM Cluster  
7. **Make** it DEFAULT  
8. **Make** sure the fields “Username” and “Password” are **empty.** | ![Screenshot of creating cluster](image3.png)
Establishing Trust with Fortanix Data Security Manager

### Installation Steps

<table>
<thead>
<tr>
<th>Step</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1.</td>
<td>To <strong>import</strong> the “key+cert” to vSphere. <strong>Click</strong> “Establish Trust &gt; Make KMS trust vCenter &gt; KMS Certificate and Private Key”.</td>
</tr>
<tr>
<td>2.</td>
<td><strong>Import</strong> the certificate and private key</td>
</tr>
<tr>
<td>3.</td>
<td><strong>Click</strong> “Establish Trust”.</td>
</tr>
<tr>
<td>4.</td>
<td><strong>Create</strong> a VM and <strong>select</strong> the default “VM Encryption Policy”</td>
</tr>
<tr>
<td>5.</td>
<td><strong>Enable</strong> “Home/Disk” encryption.</td>
</tr>
<tr>
<td>6.</td>
<td><strong>Click</strong> “Finish”</td>
</tr>
<tr>
<td>7.</td>
<td>The VM is successfully created.</td>
</tr>
<tr>
<td>8.</td>
<td><strong>Log into</strong> Fortanix DSM to see the logs of the connection that captures all the crypto operations performed by the application and the key created as well.</td>
</tr>
<tr>
<td>Installation Steps</td>
<td>Screenshots</td>
</tr>
<tr>
<td>--------------------</td>
<td>-------------</td>
</tr>
<tr>
<td>9. Click on “Security Objects” to see the newly created Key.</td>
<td><img src="image_url" alt="Screenshot" /></td>
</tr>
</tbody>
</table>

**Summary**

Having integrated the Fortanix DSM application into your VMware Sovereign Cloud allows for secure cryptography operations to take place enabling data security and compliance for your Customer’s Sovereign requirements.

To find out more about how to become a VMware Sovereign Cloud Provider please go to the [VMware Sovereign Cloud Solutions](#) website.

You can also visit the [Fortanix VCPP](#) website for more information on the Fortanix DSM application and how it works to secure your environment.
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