1. Create a company-wide security awareness program.
2. Secure remote endpoints.
3. Use multifactor authentication.
4. Create an Incident Response plan.
5. Assess your organization’s backup management process.
6. Perform an ongoing vulnerability assessments.
7. Block commonly attacked ports from being accessible to the internet.
8. Conduct regular phishing awareness exercises.
9. Conduct a penetration test.

#BeCyberSmart