Five Steps to Micro-Segmentation
Get Up and Running in a Few Simple Steps

Here is how to quickly micro-segment your applications, including a view of the tools available to help you.

Get on the fast track to operationalize micro-segmentation.

1. Run vRealize Network Insight

Use our free Virtual Network Assessment to understand all network traffic across the data center.

No need to install NSX Data Center yet.

2. Deploy NSX Data Center

Install NSX Data Center and deploy the distributed firewall. No changes to your physical network are required.

Hint – vRealize Network Insight can help with this, too

3. Identify Application Boundaries

Use vRealize Network Insight to define application boundaries and determine which applications to start with.

Start with just a few applications at first

4. Run Application Rule Manager

Use ARM to analyze traffic within each application and recommend firewall rules and security groups.

Implement recommended rules in just two clicks

5. Repeat, Monitor, Troubleshoot

Repeat the process for each application. Continue to monitor and troubleshoot the network with vRealize Network Insight.

Micro-segmentation done!

To learn more about NSX Data Center and vRealize Network Insight, visit:

vmware.com/products/nsx/security
vmware.com/go/vrni

VMware, Inc. 3401 Hillview Avenue Palo Alto CA 94304 USA Tel 877-486-9273 Fax 650-427-5001 www.vmware.com
Copyright © 2018 VMware, Inc. All rights reserved. This product is protected by U.S. and international copyright and intellectual property laws. VMware products are covered by one or more patents listed at http://www.vmware.com/go/patents. VMware is a registered trademark or trademark of VMware, Inc. and its subsidiaries in the United States and other jurisdictions. All other marks and names mentioned herein may be trademarks of their respective companies.