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About This Book


Intended Audience

This book is intended for anyone who wants to install vCenter Operations Standard and accomplish basic configuration procedures. The information in this book is written for experienced virtual infrastructure administrators of SMB and commercial deployments, and vSphere teams who are familiar with virtual machine technology and datacenter operations.

vCenter Operations Standard is intended for vSphere administrators who want to understand better the performance of their virtual infrastructure, and to diagnose and correct performance problems easily and quickly.

VMware Technical Publications Glossary

VMware Technical Publications provides a glossary of terms that might be unfamiliar to you. For definitions of terms as they are used in VMware technical documentation, go to http://www.vmware.com/support/pubs.

Document Feedback

VMware welcomes your suggestions for improving our documentation. If you have comments, send your feedback to docfeedback@vmware.com.

vCenter Operations Standard Documentation

The documentation set for vCenter Operations Standard consists of the following documents.

- vCenter Operations Standard Release Notes. Late-breaking news and descriptions of known issues and workarounds.
- vCenter Operations Standard online help. Conceptual and procedural information to help you complete a task.

The vCenter Operations Standard landing page provides release notes that contain current information about the release. You can find the landing page, as well as documentation for vSphere, at http://www.vmware.com/support/pubs.
Technical Support and Education Resources

The following technical support resources are available to you. To access the current version of this book and other books, go to http://www.vmware.com/support/pubs.

**Online and Telephone Support**
To use online support to submit technical support requests, view your product and contract information, and register your products, go to http://www.vmware.com/support.

Customers with appropriate support contracts should use telephone support for the fastest response on priority 1 issues. Go to http://www.vmware.com/support/phone_support.html.

**Support Offerings**
To find out how VMware support offerings can help meet your business needs, go to http://www.vmware.com/support/services.

**VMware Professional Services**
VMware Education Services courses offer extensive hands-on labs, case study examples, and course materials designed to be used as on-the-job reference tools. Courses are available onsite, in the classroom, and live online. For onsite pilot programs and implementation best practices, VMware Consulting Services provides offerings to help you assess, plan, build, and manage your virtual environment. To access information about education classes, certification programs, and consulting services, go to http://www.vmware.com/services.
Introducing
vCenter Operations Standard

vCenter Operations Standard is a tool for monitoring and managing the performance of your virtual environment. You use the features of vCenter Operations Standard to diagnose and correct performance problems.

This chapter includes the following topics:
- “vCenter Operations Standard Features,” on page 7
- “Main Concepts of vCenter Operations Standard,” on page 7

vCenter Operations Standard Features

vCenter Operations Standard collects performance data from each object at every level of your virtual infrastructure, from individual virtual machines and disk drives to entire clusters and data centers. It stores and analyzes the data, and uses that analysis to provide real-time information about problems, or potential problems, anywhere in your enterprise.

vCenter Operations Standard works with existing VMware products to add the following functions.
- Combines key metrics into single scores for CPU, memory, disk, and contention performance.
- Calculates the range of normal behavior for every metric and highlights abnormalities. Adjusts the dynamic thresholds as incoming data allows it to better define the normal values for a metric.
- Presents graphical representations of current and historical states of your entire virtual infrastructure or selected parts of it.
- Displays information about changes in the hierarchy of your virtual infrastructure, for example, when a virtual machine is moved to a different ESX host. Shows how these changes affect the performance of the objects involved.

Main Concepts of vCenter Operations Standard

vCenter Operations Standard uses certain concepts that can help you understand the product, its interface, and how to use it.

Attributes and Metrics

vCenter Operations Standard collects several kinds of data for each inventory object. For example, for a virtual machine, vCenter Operations Standard might receive data on free disk space, CPU load, and available memory. Each type of data that vCenter Operations Standard collects is called an attribute. An instance of an attribute for a specific inventory object is called a metric. For example, free memory for a specific virtual machine is a metric.
For each metric, vCenter Operations Standard collects and stores multiple readings over time. For example, the vCenter Operations Standard server polls for information about the CPU load for each virtual machine once every five minutes. Each piece of data that vCenter Operations Standard collects is called a metric value.

**Dynamic Thresholds**

vCenter Operations Standard defines dynamic thresholds for every metric based on the current and historical values of the metric. The normal range of values for a metric can differ on different days at different times because of regular cycles of usage and behavior. vCenter Operations Standard tracks these normal value cycles and sets the dynamic thresholds accordingly. High metric values that are normal at one time might indicate potential problems at other times. For example, high CPU usage on Friday afternoons, when weekly reports are generated, is normal. The same value on Sunday morning, when nobody is at the office, might indicate a problem.

vCenter Operations Standard continuously adjusts the dynamic thresholds. The new incoming data allows vCenter Operations Standard to better define what value is normal for a metric. The dynamic thresholds add context to metrics that allows vCenter Operations Standard to distinguish between normal and abnormal behavior.

Dynamic thresholds eliminate the need for the manual effort required to configure hard thresholds for hundreds or thousands of metrics. More importantly, they are more accurate than hard thresholds. Dynamic thresholds allow vCenter Operations Standard to detect deviations based on the actual normal behavior of an object and not on an arbitrary set of limits.

It takes seven days for the analytics algorithms to calculate the initial values for dynamic thresholds. Dynamic thresholds appear as line segments under the bar graphs for usage metrics on the Details page and on the Scoreboard page. The length and the position of the dynamic threshold line segment depends on the calculated normal values for the selected usage metrics. Dynamic thresholds also appear as shaded gray areas of the usage metrics graphs on the All Metrics page.

**Hard Thresholds**

Unlike dynamic thresholds, hard thresholds are fixed values that you enter to define what is normal behaviour for an object. These arbitrary values do not change over time unless you change them manually. You cannot fix hard thresholds with vCenter Operations Standard.

**Key Performance Indicators**

vCenter Operations Standard defines attributes that are critical to the performance of an object as key performance indicators (KPI). KPI are weighted more heavily in the calculations that determine the health of an object. Graphs of KPI performance are shown before other metrics in several areas of the product.

**Probable Causes**

If the condition of the currently selected object is degraded, you can view a list of probable causes for this degradation in the center of the Details page. vCenter Operations Standard analyzes the metrics behavior of all objects that are related to the currently selected object to determine the most likely reason for its health degradation.

The probable cause metrics might be on the object itself, on its child objects, or on other related objects. They are the conditions, or symptoms, that are the first steps in the chain of events that led to the degraded condition of the object. For example, an increase in CPU load by a virtual machine might lead to performance problems for other virtual machines on the same ESX host, or for the ESX host itself.
Performance Characteristics

Many of the vCenter Operations Standard pages display the performance characteristics for health, workload, and capacity. Each performance characteristic is a complex summary metric. vCenter Operations Standard performs calculations on combinations of related metrics to create a single value to track a particular aspect of the performance of an object.

Health

The health rating gives you a quick overview of the current state of any object, from the individual virtual machine to the entire virtual infrastructure. vCenter Operations Standard calculates health by using the performance of the KPI for the object, the total number of threshold violations for all metrics for the object, and other aspects of the object performance. The overall health score for an object ranges from 0 to 100.

A high health score indicates that an object is behaving in accordance with its established historical parameters. Most or all of its metrics are within their calculated dynamic thresholds. Because changes in behavior often indicate developing problems, if the metrics of an object exceed their calculated thresholds, the health score for the resource decreases. As more metrics exceed their thresholds, health continues to decrease.

Workload

The analytics algorithms of vCenter Operations Standard combine the metrics that show the demand placed on a virtual machine or other object, CPU load, memory usage, and so on, into a single value, called the workload. An object with a workload score of 0 is not being used. An object with a workload score of 100 or more, is operating at maximum capacity and might require you to allocate additional resources or move some tasks to other objects.

Capacity

The capacity score indicates how close an object is to exhausting the computing resources that are available to it. These computing resources include disk space, memory size, and network capacity. To calculate the capacity score, vCenter Operations Standard combines applicable metrics from the monitored vCenter Server and applies its analytics algorithms to these metrics to determine long-term cycles and trends. vCenter Operations Standard can use these results to calculate when an object is likely to run out of a type of resource. For example, when an object will run out of disk space.

Unlike workload that represents the short-term condition of a monitored object, capacity represents a longer-term characteristic. Capacity is calculated in the context of time remaining until the resources of an object are exhausted. An object might have high workload and normal capacity levels at the same time.
Install vCenter Operations Standard

The installation process for vCenter Operations Standard includes installing the virtual appliance, registering the vCenter Operations Standard server with a vCenter Server, and licensing the vCenter Operations Standard extension on the vCenter Server where the virtual appliance runs.

This chapter includes the following topics:

- “vCenter Operations Standard Installation Requirements,” on page 11
- “Deploy the vCenter Operations Standard Virtual Appliance,” on page 12
- “Configure a Static IP Address of the vCenter Operations Standard Virtual Appliance,” on page 13
- “Synchronize vCenter Operations Standard Time with ESX Host Time,” on page 14
- “Define the vCenter Server System to Monitor,” on page 14
- “Assign the vCenter Operations Standard License,” on page 15
- “Verify the vCenter Operations Standard Installation,” on page 16
- “Install a Custom SSL Certificate,” on page 17

vCenter Operations Standard Installation Requirements

Before you install vCenter Operations Standard your vSphere environment must meet virtual appliance, port access, and listening port requirements.

vCenter Server/ESX Requirements

For a list of vCenter Server and ESX Server versions that vCenter Operations Standard supports, see the vCenter Operations Standard Release Notes.

vCenter Operations Standard Virtual Appliance Requirements

The vCenter Operations Standard virtual appliance requires the following computing resources.

<table>
<thead>
<tr>
<th>Component</th>
<th>Minimum Requirement</th>
</tr>
</thead>
<tbody>
<tr>
<td>CPU</td>
<td>2 vCPU</td>
</tr>
<tr>
<td>Memory</td>
<td>8GB</td>
</tr>
</tbody>
</table>
Table 2-1. Requirements for the vCenter Operations Standard Virtual Appliance  (Continued)

<table>
<thead>
<tr>
<th>Component</th>
<th>Minimum Requirement</th>
</tr>
</thead>
<tbody>
<tr>
<td>Disk space</td>
<td>135GB</td>
</tr>
<tr>
<td>ESX host for vCenter Operations Standard deployment</td>
<td>ESX 4.0 U2 or later</td>
</tr>
</tbody>
</table>

The vCenter Operations Standard virtual appliance uses the SUSE Linux Enterprise Server 11 SP1 for VMware operating system.

vCenter Operations Standard Port Requirements

The vCenter Operations Standard client uses the following TCP ports to connect to the vCenter Operations Standard server. Configure your external firewalls so that these ports are open.

**NOTE** Customization of server ports is not supported.

Table 2-2. vCenter Operations Standard Port Access Requirements

<table>
<thead>
<tr>
<th>Port Number</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>22</td>
<td>Must be open to enable SSH access to the vCenter Operations Standard virtual appliance</td>
</tr>
<tr>
<td>443</td>
<td>HTTPS server port for the vCenter Operations Standard Administration page</td>
</tr>
<tr>
<td>5480</td>
<td>HTTPS server port for the VMware Studio Web console to administer the virtual appliance</td>
</tr>
</tbody>
</table>

Supported Browsers

vCenter Operations Standard requires certain browsers for different operations.

Table 2-3. vCenter Operations Standard Browser Requirements

<table>
<thead>
<tr>
<th>Operation</th>
<th>Browser</th>
</tr>
</thead>
<tbody>
<tr>
<td>Logging in to the vCenter Operations Standard application for the first time before you define a vCenter Server system to monitor</td>
<td>Internet Explorer 7.0.x or later</td>
</tr>
<tr>
<td>Accessing the vCenter Operations Standard Administration page</td>
<td>Internet Explorer 7.0.x or later Mozilla Firefox 2.0.x or later</td>
</tr>
<tr>
<td>Accessing the vCenter Operations Standard application from the vSphere Client</td>
<td>Internet Explorer 7 or later is required on the machine where the vSphere Client runs.</td>
</tr>
</tbody>
</table>

Deploy the vCenter Operations Standard Virtual Appliance

You use the vSphere Client user interface to deploy the vCenter Operations Standard virtual appliance. VMware distributes the appliance as a .ova file.

**Prerequisites**

- Verify that you have permissions to deploy OVF templates to the inventory.
- Download the vCenter Operations Standard .ova file to a location that is accessible to the vSphere Client.
- Verify that you are connected to a vCenter Server system with the vSphere Client.
- Plan to use thick provisioned disks in the deployment process for vCenter Operations Standard performance needs.
---

Set aside a permanent IP address to assign to the vCenter Operations Standard virtual appliance. The default configuration of vCenter Operations Standard uses DHCP for IP address assignment. If you continue to use DHCP, set up a DHCP reservation to guarantee that the DHCP server always assigns the same IP address to the virtual appliance. If you plan to assign a static IP address, see “Configure a Static IP Address of the vCenter Operations Standard Virtual Appliance,” on page 13 after you deploy the appliance.

Verify that the reverse DNS lookup of the IP address that you plan to assign to the virtual appliance is consistent with the DNS lookup.

**Procedure**

1. In the vSphere Client, select **File > Deploy OVF Template.**
2. Follow the prompts in the Deploy OVF Template wizard.
3. On the Disk Format page, select **Thick provisioned format** and click **Next.**
4. Click **Finish** and wait for the deployment process to end.
   - The vCenter Operations Standard appliance appears as a virtual machine in the inventory.
6. Select the vCenter Operations Standard virtual machine and check its IP address on the **Summary** tab.

   **NOTE** The vCenter Operations Standard virtual appliance uses DHCP to acquire an IP address.

**What to do next**

If you do not set up a DHCP reservation, configure a static IP address.

### Configure a Static IP Address of the vCenter Operations Standard Virtual Appliance

The default configuration of the vCenter Operations Standard virtual appliance uses DHCP for IP address assignment. If you do not have a permanent IP address assigned to the virtual appliance through a DHCP reservation, change the IP address type from DHCP to static.

**Prerequisites**

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you log in as the root user to the VMware Studio Web console for the VMware vCenter Operations Standard virtual appliance.
  - The URL format is **https://<IP>:5480/** where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance. The default user name is root and the default password is `vmware`.
- Verify that the reverse DNS lookup of the IP address that you plan to assign to vCenter Operations Standard is consistent with the DNS lookup.

---
Procedure

1. On the VMware vCenter Operations page, click the Network tab and click Address.
2. From the drop-down menus, select the IP address assignment type depending on the IP version you use and configure the network settings.

**CAUTION** Do not duplicate IP addresses on your network when you assign static IP addresses.

3. Click Save Settings to apply the changes.

What to do next

Synchronize the time of the vCenter Operations Standard appliance with the time of the ESX system that hosts the appliance.

**Synchronize vCenter Operations Standard Time with ESX Host Time**

Synchronize the time of vCenter Operations Standard with the time of the ESX system that hosts vCenter Operations Standard.

**Prerequisites**

Deploy the vCenter Operations Standard virtual appliance.

**Procedure**

1. In the vSphere Client, right-click the vCenter Operations Standard virtual appliance and select Edit Settings.
2. In the Virtual Machine Properties dialog box, click the Options tab.
3. Select the VMware Tools setting.
4. Under Advanced options, select Synchronize guest time with host.
5. Click OK.

What to do next

Define the vCenter Server system to monitor.

**Define the vCenter Server System to Monitor**

Before you can use vCenter Operations Standard, you must define the vCenter Server system to monitor and collect data from.

**Prerequisites**

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Synchronize the time of the virtual appliance with the time of the ESX host that is hosting the appliance. For information about this synchronization process, see “Synchronize vCenter Operations Standard Time with ESX Host Time,” on page 14.
- Synchronize the time of the vCenter Server system with a standard time source. For information about setting up the Windows Time service, see the Microsoft knowledge base article 307897 on the Microsoft Web site.
- Verify that the vCenter Operations Standard application login page appears when you copy the virtual appliance IP address from the Summary tab into an Internet Explorer 7.0.x or later browser.
Procedure

1. Log in to the vCenter Operations Standard application with the default credentials of admin as the user name and admin as the password.

2. This first-time login process opens the Account tab of the vCenter Operations Standard Administration page.

3. Update the administrator password with a minimum of eight characters that include at least one letter and one digit or special character.

   This first-time password change sets the same password for the root account and opens the dialog box to register vCenter Operations Standard with a vCenter Server system. Future changes to the administrator account do not affect the root password.

4. Type a descriptive name to use for the vCenter Server system in the vCenter Operations Standard view.

   This name is for your reference when you monitor the vCenter Server system and does not affect the object in the actual virtual infrastructure.

5. Type the IP address or fully qualified domain name of the vCenter Server system to monitor and from which to collect information.

6. Type the registration credentials for vCenter Operations Standard to use when connecting to the vCenter Server system.

   The user you provide must have administrator privileges on the vCenter Server system.

7. Type the collection credentials for vCenter Operations Standard to use when collecting data from vCenter Server objects.

   You can use the same registration credentials that access all of the vCenter Server objects or limited credentials for a subset of the inventory.

8. Click Save to apply the changes.

The selected vCenter Server system appears in the Register vCenter Server pane. The registration status appears in the Status Summary pane.

   NOTE If you were already logged in to the vSphere Client when you registered vCenter Operations Standard, reconnect the vSphere Client to see the vCenter Operations Standard icon.

What to do next

Assign a license key for vCenter Operations Standard in the vSphere Client.

Assign the vCenter Operations Standard License

You must assign a license to access the vCenter Operations Standard user interface.

vCenter Operations Standard is registered as an extension to the vCenter Server system and appears as a license asset on the vSphere Client Licensing page.

Prerequisites

Verify that you installed the vCenter Operations Standard virtual appliance and registered it to the vCenter Server system to monitor.

If you were already logged in to the vSphere Client when you defined the vCenter Server system to monitor, reconnect the vSphere Client.
**Procedure**

1. Log in to the registered vCenter Server system.
2. In the vSphere Client, select **Home > Licensing**.
3. From the View by options, select **Asset**.
4. In the list of assets, right-click vCenter Operations Standard and select **Change License Key**.
5. In the Assign License window, select **Assign a new license key to this solution**.
6. Click **Enter Key**.
7. Type the new license key and click **OK**.
   - The vCenter Operations Standard license key appears in the Assign License window.
8. Click **OK** to assign the license key.

The new license key is assigned to vCenter Operations Standard and you can access the user interface to monitor your virtual environment.

**Verify the vCenter Operations Standard Installation**

Verify that vCenter Operations Standard is properly installed so that you can start monitoring your virtual environment.

**Prerequisites**

- Install the vCenter Operations Standard virtual appliance, define the vCenter Server system to monitor, and assign a license key for vCenter Operations Standard.
- Verify that you have Internet Explorer 7 or later on the machine where the vSphere Client runs.

**Procedure**

1. Log in to the vCenter Server system and locate the vCenter Operations Standard icon in the Solutions and Applications pane of the Home page.
2. Click the icon to open vCenter Operations Standard.
   - You can ignore the certificate warnings that might appear.
3. Look at the Infrastructure view and verify that the inventory objects you expect to see appear.
   - You can see only the objects that the collection credentials provide read access to in the vSphere Client.
   - vCenter Operations Standard starts collecting data. As it becomes available, data populates the dashboard. This process might take a few minutes. The availability of some metrics depends on the vCenter Server and ESX host versions.

**NOTE** Even if you do not have privileges to view certain inventory objects, the performance data for these objects is used when calculating metrics for higher inventory levels. For example, you might not have privileges to monitor an ESX host, but the data for its performance is calculated in the Datacenter performance metrics that you can view.
Install a Custom SSL Certificate

By default, vCenter Operations Standard installs a self-signed SSL certificate on the virtual appliance. The self-signed certificate generates security warnings when you connect to the vCenter Operations Standard monitoring page. If you do not want to use a self-signed security certificate, you can install a custom SSL certificate. This task is optional and does not affect the vCenter Operations Standard features.

Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page. The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.
- Verify that you have root user privileges for the virtual appliance. The default user name is root and the default password is the same password you specified for the vCenter Operations Standard administrator account when you first logged in to the interface.
- Verify that your custom SSL certificate is in PFX format.

Procedure

1. Click the SSL Certificate tab.
2. Click Browse, locate the certificate file, and click Open to load the file in the Certificate field.
3. Type the certificate password and alias name.
4. Click Upload to replace the default self-signed certificate on the vCenter Operations Standard virtual appliance.
5. Restart the vCenter Operations service on the vCenter Operations Standard virtual appliance.
   a. Use the root credentials to log in to the VMware Studio Web console for the virtual appliance. The URL format is https://<IP>:5480/ where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.
   b. On the VMware vCenter Operations page, click the Appliance Administration tab.
   c. Type the root password and click Restart.

The custom certificate replaces the default self-signed certificate that vCenter Operations Standard installed.
Post-Installation Settings

After you deploy and configure the vCenter Operations Standard virtual appliance, you must set up the vCenter Operations Standard application to work with your virtual environment.

You must define the vCenter Server for the vCenter Operations Standard server to collect and analyze data from. All other configurations are optional and allow you to adapt the appearance and operation of vCenter Operations Standard to your environment and preferences.

This chapter includes the following topics:
- “Change the vCenter Server System to Monitor,” on page 19
- “Enable Email Notifications,” on page 20
- “Manage vCenter Operations Standard Log Files,” on page 21
- “Check the Status of the vCenter Operations Standard Components,” on page 23
- “Apply Global User Interface Settings,” on page 24
- “Change the User Name or Password of the Administrator,” on page 29
- “Stop Monitoring a vCenter Server System,” on page 29

**Change the vCenter Server System to Monitor**

You can connect to another vCenter Server system to monitor.

**Prerequisites**

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

**CAUTION** Changing the vCenter Server system to monitor deletes all of the accumulated data for the current vCenter Server system. You cannot retrieve that data.

**Procedure**

1. Click the **Setup** tab.
2. In the Register vCenter Server pane, click **Update**.
   The vCenter Server Info window appears.
3 Type a descriptive name to use for the vCenter Server system in the vCenter Operations Standard view. This name is for your reference when you monitor the vCenter Server system and does not affect the object in the actual virtual infrastructure.

4 Type the IP address or fully qualified domain name of the vCenter Server system to monitor and from which to collect information.

5 Type the registration credentials for vCenter Operations Standard to use when connecting to the vCenter Server system.
   The user you provide must have administrator privileges on the vCenter Server system.

6 Type the collection credentials for vCenter Operations Standard to use when collecting data from vCenter Server objects.
   You can use the same registration credentials that access all of the vCenter Server objects or limited credentials for a subset of the inventory.

7 (Optional) To check if vCenter Operations Standard can connect to the vCenter Server system, click Test.
   A message appears with information on the test result.

8 Click Save to apply the changes.

Enable Email Notifications

vCenter Operations Standard can send email notification messages when a problem with its operation occurs. To enable this service, you must configure an outgoing SMTP server.

Administrative alerts are sent when vCenter Operations Standard detects a problem with one or more of its components and cannot collect data from the monitored objects.

Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

   The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

Procedure

1 Click the SMTP tab and select Enable email administrative alerts.

2 Type the SMTP server address and port number.

3 Type the name and email address to use when sending alerts.

4 Type the email addresses of the recipients.
   Use semicolons to separate multiple email addresses.

5 If the SMTP server uses an encrypted connection, select the Server requires an encrypted connection check box and select the encryption protocol.
6 If the email service needs to authenticate with the SMTP server when sending alerts, select the Outgoing SMTP server requires authentication check box and type the credentials.

7 Click Update to apply your settings.

You configured the vCenter Operations Standard server to send email notifications.

Manage vCenter Operations Standard Log Files

The administrator user can configure the vCenter Operations Standard log files and generate support bundles to send to VMware for troubleshooting assistance.

- View the vCenter Operations Standard Log Files on page 21
  You can check the log files for all vCenter Operations Standard components.

- Modify the Logging Levels of vCenter Operations Standard System Logs on page 22
  You can change the default logging levels for some of the vCenter Operations Standard components.

- Create and Download a Support Bundle on page 23
  If problems arise with vCenter Operations Standard, you can send a copy of the log and configuration files to VMware for technical support.

View the vCenter Operations Standard Log Files

You can check the log files for all vCenter Operations Standard components.

Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

Procedure

1 Click the Logs tab.

2 Double-click a component folder to expand it.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Alive Web</td>
<td>Contains the log files for the vCenter Operations Standard controller component. The log files contain information about data flow between all components and data visualization.</td>
</tr>
<tr>
<td>Apache Tomcat</td>
<td>Contains the log files that are specific to the Tomcat server.</td>
</tr>
<tr>
<td>Alive Analytics</td>
<td>Contains log files for the data analysis component.</td>
</tr>
<tr>
<td>Admin Log</td>
<td>Contains the Actions log file with data for user logins and logouts, adding, editing, or deleting objects, and starting or stopping the monitoring of an object.</td>
</tr>
<tr>
<td>Alive Collector (vCenter Operations Standard Server)</td>
<td>Contains the folders for all adapters installed on the collector. The log files contain information on data collection.</td>
</tr>
</tbody>
</table>

You can click the buttons in the Logs pane to expand or collapse all folders.

3 From the Logs pane, select a log file to view its content.
4 (Optional) To select which line of the log to appear at the top of the Log Content pane, type its number in the **Line Position** text box.

5 (Optional) To limit the number of rows to appear in the Log Content pane, type the number in the **Row Limit** text box.

### Modify the Logging Levels of vCenter Operations Standard System Logs

You can change the default logging levels for some of the vCenter Operations Standard components. You can configure the logging levels for the Alive Web, Alive Analytics, and Alive Collector (vCenter Operations Standard Server) folders.

**Prerequisites**

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

**Procedure**

1. Click the **Logs** tab.
2. In the Logs pane, select one of the configurable folders and click **Edit Properties**.

   The Support window appears.

3. From the **Root Logger Level** drop-down menu, select the logging level for the whole folder.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>ALL</td>
<td>Collect all log messages.</td>
</tr>
<tr>
<td>DEBUG</td>
<td>Collect detailed information on the flow through the system.</td>
</tr>
<tr>
<td>ERROR</td>
<td>Collect basic error messages with little or no detail.</td>
</tr>
<tr>
<td>FATAL</td>
<td>Collect information on severe error events.</td>
</tr>
<tr>
<td>INFO</td>
<td>Collect undetailed information on interesting run-time events.</td>
</tr>
<tr>
<td>OFF</td>
<td>Stop logging.</td>
</tr>
<tr>
<td>WARN</td>
<td>Collect data for potentially harmful events.</td>
</tr>
</tbody>
</table>

4. In the **Maximum backup days** text box, type the number of days to keep the log information.

5. (Optional) To apply custom logging levels to separate component groups, use the drop-down menus in the component group panes.

6. Click **OK** to save the changes.

vCenter Operations Standard starts logging messages according to your settings. Old error messages that were saved before you applied new logging levels stay in the log files for as many days as you specified in the **Maximum backup days** text box.
Create and Download a Support Bundle

If problems arise with vCenter Operations Standard, you can send a copy of the log and configuration files to VMware for technical support.

Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

Procedure

1. Click the Logs tab.
2. In the Support Bundle pane, click Create Support Bundle.
   The new ZIP file appears in the bundles list.
3. Select the ZIP file and click Download Support Bundle.
4. In the File Download dialog box, click Save.
5. Select a location to which you want to save the ZIP file and click Save.
   The log and configuration files are saved to the selected location as a ZIP archive.

What to do next

You can send the diagnostic data to VMware for troubleshooting assistance. When you resolve or close the issue, delete the outdated support bundle to save disk space.

Check the Status of the vCenter Operations Standard Components

You can check the status of vCenter Operations Standard components to ensure that they operate properly.

Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.
Procedure

1. Click the **Status** tab.

   The vCenter Operations Standard component groups appear in separate panes.

2. Check the status of a component group.

<table>
<thead>
<tr>
<th>Component Group Pane</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>vCenter Operations Standard Info</td>
<td>Contains information about the product version and the database schema version.</td>
</tr>
</tbody>
</table>
| Describe Info                               | Shows the status of the describe process. The describe process sends information about the data that can be collected from all adapters to the vCenter Operations Standard server. The describe status for individual adapters is displayed in the Adapter Info pane.  
   **Note**: vCenter Operations Standard supports the VMware adapter and the vCenter Operations Standard adapter. |
| Collector Info                              | Shows the status of the synchronize process for each data collector. The synchronize process sends updated configuration information from the controller to each adapter. The describe process sends information about the data that can be collected from each adapter to the vCenter Operations Standard server. |
| Adapter Info                               | Shows information about the describe process, adapter version, and adapter messages for each installed adapter.  
   **Note**: For vCenter Operations Standard, this pane contains information only for the VMware adapter and the vCenter Operations Standard adapter. |

3. If you apply changes to the adapter and want to run the synchronize and the describe process without restarting the vCenter Operations Standard server, click **Describe** in the Adapter Info pane.

Apply Global User Interface Settings

An administrator can configure the appearance of the vCenter Operations Standard user interface. The settings on the Administration Settings page affect all users who connect to the selected vCenter Operations Standard server.

- **Customize the Appearance of the Workload Icon on the Details Page** on page 25  
  You can select whether the Workload icon spins on the Details page of the Infrastructure view.

- **Show or Hide Events On the Performance Graph** on page 25  
  You can select whether users can view change events in the Events and Performance graph on the Details page.

- **Set the Time Period for the History Graphs** on page 26  
  You can select the time period to include in the history graphs for health, workload, or capacity that appear in the upper left pane of the Details page.

- **Customize the Health Levels to Display** on page 26  
  You can modify the default health-level settings and define your own health ranges to appear in vCenter Operations Standard.

- **Customize the Workload Levels to Display** on page 27  
  You can modify the default workload-level settings and define your own workload ranges to appear in vCenter Operations Standard.
Customize the Capacity Levels to Display on page 27
You can modify the default capacity-level settings and define your own capacity ranges to appear in vCenter Operations Standard.

Set How Objects Are Sorted on the Infrastructure Page on page 28
You can set the order in which objects appear on the main page of the Infrastructure view.

Customize the Appearance of the Workload Icon on the Details Page
You can select whether the Workload icon spins on the Details page of the Infrastructure view.
This setting is specific only to the Details page.

Prerequisites
- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.
  The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

Procedure
1. Click the UI Settings tab.
2. Select the Workload icon option from the Spin Workload options.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Yes</td>
<td>The Workload icon is spinning when users view the Details page.</td>
</tr>
<tr>
<td>No</td>
<td>The Workload icon is not spinning when users view the Details page.</td>
</tr>
</tbody>
</table>

3. Click Update to apply your settings.

Show or Hide Events On the Performance Graph
You can select whether users can view change events in the Events and Performance graph on the Details page.

Prerequisites
- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.
  The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.
**Procedure**

1. Click the **UI Settings** tab.
2. Select whether events are visible in the Events and Performance graph from the **Show Change Events** options.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Yes</td>
<td>The events appear as labels in the Events and Performance graph on the Details page.</td>
</tr>
<tr>
<td>No</td>
<td>The events do not appear in the Events and Performance graph of the Details page.</td>
</tr>
</tbody>
</table>

3. Click **Update** to apply your settings.

**Set the Time Period for the History Graphs**

You can select the time period to include in the history graphs for health, workload, or capacity that appear in the upper left pane of the Details page.

**Prerequisites**
- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

    The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

**Procedure**

1. Click the **UI Settings** tab.
2. From the **History Duration** drop-down menu, select the time period to include in the health, demand, or outlook history graph.
3. Click **Update** to apply your settings.

**Customize the Health Levels to Display**

You can modify the default health-level settings and define your own health ranges to appear in vCenter Operations Standard.

You cannot revert the changes that you apply to health levels.

**Prerequisites**
- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

    The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.
Procedure

1 Click the **UI Settings** tab.

2 Slide the triangular icons on the **Health Level** axis to modify the default values and set the health ranges to show green, yellow, orange, or red when health data appears.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Green (good)</td>
<td>The default range is 100–76.</td>
</tr>
<tr>
<td>Yellow (abnormal)</td>
<td>The default range is 51–75.</td>
</tr>
<tr>
<td>Orange (degraded)</td>
<td>The default range is 26–50.</td>
</tr>
<tr>
<td>Red (bad)</td>
<td>The default range is 0–25.</td>
</tr>
</tbody>
</table>

3 Click **Update** to apply your settings.

The health ranges are updated the next time the vCenter Operations Standard Web client refreshes the data.

**Customize the Workload Levels to Display**

You can modify the default workload-level settings and define your own workload ranges to appear in vCenter Operations Standard.

You cannot revert the changes you apply to workload levels.

**Prerequisites**

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

**Procedure**

1 Click the **UI Settings** tab.

2 Slide the triangular icons on the **Workload Level** axis to modify the default values and set the workload ranges to show green, yellow, orange, or red when workload data appears.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Green (good)</td>
<td>The default range is 0–74.</td>
</tr>
<tr>
<td>Yellow (abnormal)</td>
<td>The default range is 75–84.</td>
</tr>
<tr>
<td>Orange (degraded)</td>
<td>The default range is 85–94.</td>
</tr>
<tr>
<td>Red (bad)</td>
<td>The default range is 95–100.</td>
</tr>
</tbody>
</table>

3 Click **Update** to apply your settings.

The workload ranges are updated the next time the vCenter Operations Standard Web client refreshes the data.

**Customize the Capacity Levels to Display**

You can modify the default capacity-level settings and define your own capacity ranges to appear in vCenter Operations Standard.

You cannot revert the changes you apply to capacity levels.
Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

Procedure

1. Click the **UI Settings** tab.
2. Slide the triangular icons on the **Capacity Level** axis to modify the default values and set the capacity ranges to show green, yellow, orange, or red when capacity data appears.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Green (good)</td>
<td>The default range is 0–74.</td>
</tr>
<tr>
<td>Yellow (abnormal)</td>
<td>The default range is 75–84.</td>
</tr>
<tr>
<td>Orange (degraded)</td>
<td>The default range is 85–94.</td>
</tr>
<tr>
<td>Red (bad)</td>
<td>The default range is 95–100.</td>
</tr>
</tbody>
</table>

3. Click **Update** to apply your settings.

The capacity ranges are updated the next time the vCenter Operations Standard Web client refreshes the data.

Set How Objects Are Sorted on the Infrastructure Page

You can set the order in which objects appear on the main page of the Infrastructure view.

Prerequisites

- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is `https://<IP>/adminMain.action`, where `<IP>` is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

Procedure

1. Click the **UI Settings** tab.
2. From the **Hierarchy Sort Order** options, select the sorting to apply for viewing the object icons at each level of the main Infrastructure page.

<table>
<thead>
<tr>
<th>Option</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Parent Name/Self Name</td>
<td>Groups all child objects of a parent object.</td>
</tr>
<tr>
<td>Self Name</td>
<td>Sorts objects alphabetically by object name.</td>
</tr>
<tr>
<td>Value</td>
<td>Sorts object icons according to the currently selected metric, from worst range to best range.</td>
</tr>
</tbody>
</table>

3. Click **Update** to apply your settings.

The inventory objects appear sorted according to your settings for all users that log in to the selected vCenter Operations Standard server.
Change the User Name or Password of the Administrator

You can modify the user name and password of the administrator account to keep vCenter Operations Standard secure.

**Prerequisites**
- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

**Procedure**
1. Click the Account tab.
2. Type the current password for the administrator user name.
3. Type the new password in the New password text box and in the Re-enter password text box.
   - Passwords require a minimum of eight characters with at least one letter and one digit or special character.
4. To change the administrator user name, type the new name in the User name text box.
5. Click Change to save your settings.

Stop Monitoring a vCenter Server System

If you want to stop monitoring a vCenter Server system, unregister the system.

**Prerequisites**
- Verify that the vCenter Operations Standard virtual appliance is powered on.
- Verify that you have administrator privileges to access the vCenter Operations Standard Administration page.
- Verify that you are logged in to the vCenter Operations Standard Administration page.

The URL format is https://<IP>/adminMain.action, where <IP> is the IP address or fully qualified host name of the vCenter Operations Standard virtual appliance.

**Procedure**
1. Click the Setup tab.
2. In the Register vCenter Server pane, click Unregister.
3. Click Yes to unregister the monitored vCenter Server system.

vCenter Operations Standard stops monitoring the vCenter Server system.
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